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Executive Summary

The Project E-Enterprise Analysis of Wipro Infotech was divided into three different phases at
four different locations. The main goal was to understand the current problems related to the
management & technical aspects. The following problems were identified at each different
location:

Location 1: Madiwala, Bangalore

Description of the Problem: The main aim was to understand the working of the Wipro
Infotech & have a bird eye view of how the Wipro Infotech delivers services to the clients &
how the clients are prioritized on a delivery basis & thus providing best & effective service.

The responsibility of providing a better class of services lies with the Regional Business &
Service delivery manager. During that time RBSD manager was not having a medium & method
by which he can actually see as to how much engineers are deployed at a particular location &
what are the various working environments in terms of the skill sets required at that particular
location.

Location 2:
1. Sify Data Center, Cyber Park, Electronic city, Bangalore
2. Mistral Solutions,Domlur,Bangalore

Description of the Problem : Initially working upon the asset management, I was suppose to
visit the Sify data center situated at the cyber park,ec,Bangalore.At Sify Data Center, UCO RRB
data was hosted & all the supports related to the business are provided from this location.

Mistral is a technology design and systems engineering company providing end-to-end solutions
for product design and application deployment. Mistral’s solutions include hardware board
design, embedded software development. Mistral wanted to have an asset management &
incident management solution.

Location 3: AKR Tech Park, Kudlu Gate, Bangalore

Description of the Problem: Cbay Systems, A Part of MModal is a customer relationship centre
for the US Based MModal Company. Cbay Systems outsourced its incident management process
to the Wipro Infotech & previously the incident management tool used was from Wipro which
was later on replaced by BMC’s Remedy. The purpose was to analyze & understand the reasons
behind the continuous degradation of the services & provide a report on the same thus analyzing
all the processes & various service norms.



&

CHAPTER 1: INTRODUCTION

Enterprise Analysis is a knowledge area which describes the Business analysis activities that take
place for an enterprise to identify business opportunities, build a Business Architecture,
determine the optimum project investment path for that enterprise and finally, implement new
business and technical solutions.

According to version 1.6 of the BABOK, Enterprise Analysis is the strategic part of the project
lifecycle. It includes;

developing strategic goals and a strategic plan to get there,

understanding and developing the business architecture,

selecting the right solution approaches for projects and developing their business cases,
initiating projects and making sure they deliver value to the sponsor

Some of the primary problems faced by organizations that do not conduct enterprise analysis
include:

Poor project prioritization

Inadequate alignment of goals and services

Primacy placed on stakeholder demands for quick delivery rather than quality
deliverables

Lack of enterprise-wide collaboration

Non-strategic and ineffective and/or inefficient solutions

Duplication of effort among various business units

Poor planning that overlooks all possible approaches to develop the solution
Focus limited to examination of only one solution option

Weak decision-making that lacks buy-in from all key stakeholders

Inability of the organization to see how a solution developed for one business unit can
benefit other business units

Key Reasons to Conduct Enterprise Analysis:

Better business alignment with strategic goals
Improved planning

Improved decision-making

Risk mitigation

Reduction of duplicated efforts

LT. Asset Management

IT asset management (ITAM) is the set of business practices that join financial, contractual and
inventory functions to support life cycle management and strategic decision making for the IT
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environment. Assets include all elements of software and hardware that are found in the business
environment.

IT asset management (also called IT inventory management) is an important part of an
organization's strategy. It usually involves gathering detailed hardware and software inventory
information which is then used to make decisions about hardware and software purchases and
redistribution. IT inventory management helps organizations manage their systems more
effectively and save time and money by eliminating unnecessary purchases and wasted
resources.

Hardware asset management entails the management of the physical components of computers
and computer networks, from acquisition through disposal. Common business practices include
request and approval process, procurement management, life cycle management, redeployment
and disposal management. A key component is capturing the financial information about the
hardware life cycle which aids the organization in making business decisions based on
meaningful and measurable financial objectives

Role of IT asset management in an organization

The IT Asset Management function is the primary point of accountability for the life-cycle
management of information technology assets throughout the organization.

Included in this responsibility are development and maintenance of policies, standards,
processes, systems and measurements that enable the organization to manage the IT Asset
Portfolio with respect to risk, cost, control, IT Governance, compliance and business
performance objectives as established by the business.

IT Asset Management uses integrated software solutions that work with all departments that are
involved in the procurement, deployment, management and expense reporting of IT assets.

Goals of ITAM

ITAM business practices have a common set of goals:

Uncover savings through process improvement and support for strategic decision making
Gain control of the inventory

Increase accountability to ensure compliance

Enhance performance of assets and the life cycle management

Improve Availability Time of the Business/Applications/Processes.

Incident Management

Incident Management (IcM) is a term describing the activities of an organization to identify,
analyze, and correct hazards to prevent a future reoccurrence. These incidents within a structured
organization are normally dealt with by a either an Incident Response Team (IRT), or an Incident
Management Team (IMT). These are often designated before hand, or during the event and are
placed in control of the organization whilst the incident is dealt with, to restore normal functions.
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An incident is an event that could lead to loss of, or disruption to, an organization’s operations,
services or functions. If not managed an incident can escalate into an emergency, crisis or a
disaster. Incident management is therefore the process of limiting the potential disruption caused
by such an event, followed by a return to business as usual. Without effective Incident
Management an incident can rapidly disrupt business operations, information security, IT
systems, employees or customers and other vital business functions.

Incident Management Process, as defined by ITIL

Incident management can be defined as: “Incident Definition as per V3” An unplanned
interruption to an IT Service or a reduction in the Quality of an IT Service. Failure of a
Configuration Item that has not yet impacted Service is also an Incident. For example, Failure of
one disk from a mirror set. An “Incident Definition as per V2” An event which is not part of the
standard operation of a service and which causes or may cause disruption to or a reduction in the
quality of services and Customer productivity. The objective of incident management is to
restore normal operations as quickly as possible with the least possible impact on either the
business or the user, at a cost-effective price.

The Incident Manager is a functional role and not a position. Incident management provides to
the external customer a focal point for leadership and drive during an event by ensuring
adherence to follow-up on commitments and adequate information flow. This means, presenting
to the customer an entity that accepts ownership of their problem.

The objective of Incident Management during an incident is service restoration as quickly as
possible. The objective is not to make a system perfect. If service can be restored by a temporary
workaround quicker than by correcting the underlying root cause of the issue then that is
acceptable. After service restoration, correction of underlying root causes is done by the Problem
Management team by a process called Root Cause Analysis (RCA).

The primary focus of Incident Management is to ensure a prompt recovery of the system,
supervising and directing the internal or external resources. Prompt system recovery and
minimization of any impact to the customer’s, has priority over unreasonably long and intensive
data collection for the event root cause investigation.

Incidents can be classified into three primary categories: Software (applications), hardware, and
service requests. ITIL separates incident management into six basic components:

Incident detection and recording

Classification and initial support

Investigation and diagnosis

Resolution and recovery

Incident closure

Ownership, monitoring, tracking, and communication (monitoring the progress of the
resolution of the incident and keeping those who are affected by the incident up to date
with the status)
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From ITIL point of view, the activities of Incident Management are:

Take ownership for an incident and act as the primary level of escalation

Provide a prompt recovery of the business within the specified Service level agreement or
SLA

Assure that the focus on the incident resolution is not taken away by other activities
Escalating incidents: functional (the support of a higher technical skills are needed to
solve the problem) and hierarchical (a manager with more authority to be consulted in
order to take decision that are beyond the competencies assigned to this level)

Send incident notifications to the customer (documents that contains detail information)
Setting-up and leading conference call or bridge communication between all involved
parties

Keep tracking and records of the time lines

Act as an interface towards other technicians, customer technical staff and other groups
within the organization.

An Incident Manager should be able to:

e understand any incident/fault on a basic level (at least) in order to use the appropriate
competences (resources)
drive the restoration team to gather sufficient information to start an analysis
maintain a general overview of the incident (keeping the focusing on the restoration via a
workaround)

¢ understand the functionality of multiple areas

Inciqent management software systems

Incident management software systems are designed for collecting consistent, time sensitive,
documented Incident report data. Many of these products include features to automate the
approval process of an incident report or case investigation. These products may also have the
ability to collect real time incident information such as time and date data.

Additionally incident report systems will automatically send notifications, assign tasks and
escalations to appropriate individuals depending on the incident type, priority, time, status and
custom criteria. Modern products provide the ability for administrators to configure the Incident
report forms as needed, create analysis reports and set access controls on the data.

These incident reports may have the ability for customization that may best suit the organizations
using the systems. Some of these products have the ability to collect images, video, audio and
other data. Incident management software systems exist that relate directly to specific industries.
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Company Backeround

Wipro Ltd., the flagship company of the Azim H Premji group was incorporated in the year
1945. The company started off originally as a manufacturer of vegetable ghee/vanaspati, refined
edible oils etc. Gradually the company has diversified into various other businesses.

Today Wipro Limited is the first PCMM Level 5 and SEI CMM Level 5 certified IT Services
Company globally. Wipro provides comprehensive IT solutions and services, including systems
integration, Information Systems outsourcing, package implementation, software application
development and maintenance, and research and development services to corporations globally.

In the Indian market, Wipro is a leader in providing IT solutions and services for the corporate
segment in India offering system integration, network integration, software solutions and IT
services. Wipro also has profitable presence in niche market segments of consumer products and
lighting. In the Asia Pacific and Middle East markets, Wipro provides IT solutions and services
for global corporations.

Wipro's ADSs are listed on the New York Stock Exchange, and its equity shares are listed in
India on the Stock Exchange - Mumbai, and the National Stock Exchange, among others.

Wipro is the leading strategic IT partner for companies across India, the Middle East and Asia-
Pacific - offering integrated IT solutions. They plan, deploy, sustain and maintain your IT
lifecycle through their total outsourcing, consulting services, business solutions and professional
services. Wipro InfoTech helps you drive momentum in your organization - no matter what
domain you are in.

Backed by their strong quality processes and rich experience managing global clients across
various business verticals, they align IT strategies to your business goals. Along with their best
of breed technology partners, Wipro InfoTech also helps you with vour hardware and IT
infrastructure needs.

The various accreditations that they have achieved for every service they offer reflect their
commitment towards quality assurance. Wipro InfoTech was the first global software company
to achieve Level 5 SEI-CMM, the world's first IT Company to achieve Six Sigma, as well as the
world's first company to attain Level 5 PCMM.

Their continuing success in executing projects is a result of their stringent implementation of
quality processes. Deploying quality frameworks to align with your business will give you the
benefit of a smooth and transparent transition while providing complete IT lifecycle
management. Reliability and perfection are a result of their adherence to these quality
benchmarks and this has been their key differentiator while helping drive your business
momentum.

The company’s experience and expertise are measured against globally recognized standards to
ensure their commitment in delivering competitive solutions to their customers. Wipro InfoTech
epitomizes quality by maintaining high standards in service offerings and products, as well as
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internal processes and people management. They believe in constantly scaling quality standards
by expanding our efficiency in all areas beyond their basic IT offerings.

Different people perceive innovation in various ways. At Wipro InfoTech, their innovative
thinking helps them adopt newer business lines and offerings based on your business
expectations. They have adapted to the changes brought about by technology and business and
this has helped us improve customer experience through service delivery and process
optimization.

Different divisions of the company:

Wipro Technologies - Wipro Technologies is the global IT services business division of Wipro
Limited. With over 20 offices around the world, Wipro Technologies is the No.1 provider of
integrated business, technology and process solutions on a global delivery platform.

Wipro Infotech- Wipro Infotech is the leading strategic IT partner for companies across India,
the Middle East and Asia-Pacific - offering integrated IT solutions. We plan, deploy, sustain and
maintain your IT lifecycle through our total outsourcing, consulting services, business solutions
and professional services.

Wipro Consumer Care and Lighting- Wipro Consumer Care and Lighting, a business unit of
Wipro Limited, has a profitable presence in the branded retail market of toilet soaps, hair care
soaps, baby care products and lighting products. It is also a leader in institutional lighting in
specified segments like software, Pharma and retail.

Wipro Infrastructure Engineering - Wipro Infrastructure Engineering was Wipro Limited’s
first diversification in 1975, which addressed the hydraulic equipment requirements of mobile
original equipment manufacturers in India. Over the past 25 years, the Wipro Infrastructure
Engineering business unit has become a leader in the Hydraulic Cylinders and Truck Tipping
Systems markets in India, and intends growing its business to serve the global manufacturing
requirements of Hydraulic Cylinders and Truck Tippers.

Wipro GE Medical Systems - Wipro GE Medical Systems is a joint venture between Wipro and
General Electric Company. As a part of GE Medical Systems South Asia, it caters to customer
and patient needs with a commitment to uncompromising quality. Wipro GE is India’s largest
exporter of medical systems, with unmatched distribution and service reach in South Asia. Wipro
GE pioneered the manufacture of Ultrasound and Computed Tomography systems in India and is
a supplier for all GE Medical Systems products and services in South Asia.



Business Problem

Wipro Infotech is the leading strategic IT partner for companies across India, the Middle East
and Asia-Pacific - offering integrated IT solutions. We plan, deploy, sustain and maintain your
IT lifecycle through our total outsourcing, consulting services, business solutions and
professional services. The organizational hierarchy is depicted as below:
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» At the top is the Regional Business Service Delivery Manager

» Next comes the Project Lead who is responsible for his/her respective clients(called
internally as accounts)

» These accounts has a set of respective Wipro employees working over there for them

I was suppose to work under Mr.Sandeep Thalanchery & Mr. Vijay Kembhavi who hold the
responsibility of Mistral Solutions, Cbay Systems & Sify Data Centre.
At these mentioned accounts there were following listed problems:

» Mistral Solutions : Asset & Incident Management
» Cbay Systems : Incident Management
» Wipro Infotech : Customer Landscape

For each of these accounts I was assigned with the respective role to work out over the
managerial & technical business problem & provide a feasible solution for the problem.
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The objective of this project was to provide the relevant & feasible solution to the respective
accounts for their respective managerial & technical problems. Also one of the prime objectives
of this project was to understand the various business scenarios which one might face during
interacting at various management levels & how to deal in such situations & negotiating in those
situations.

Also with respect to each of the business accounts the following were the main objectives:

Customer Landscape at Location 1: Design & develop a model in order to help the RBSD in
delivering the services effectively & efficiently.

Asset Management at Location 2: Developing an Asset Management Solution.

Call Analysis at Location 3: Preparing a report containing reason for service deterioration &
remedies for the same by recommendation of appropriate & feasible solutions.
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CHAPTER 2: LITERATURE REVIEW

Introduction

Enterprise Analysis describes the work necessary to define a business need, decide on an
approach to address that need, and to determine if the organization should invest in the proposed
change. The ultimate goal of business analysis is to satisfy a business need, solve a problem or
take advantage of an opportunity with a solution. A solution is anything that satisfies the
business need. It might include new or updated software, new or updated hardware, a business
process or procedural change, an organization or personnel change, or the purchase of a product
or service to improve the business efficiency. In Enterprise Analysis, you gain understanding of
the needs of the business, find a viable solution, and help the business decide if it should allocate
resources to the creation of the solution.

The easiest way to describe Enterprise Analysis is to look at the typical organization and what it
does. First, there are well-defined operating units that support the ongoing operations. Every
organization makes or provides some type of product or service, so it has a production,
manufacturing, operations, or servicing group. Every organization also has some type of sales or
marketing department to make customers aware of their product or service. Finally, they all have
financial operations and a human resource area.

Asset Management

Asset management is maintaining a desired level of service for what you want your assets to
Provide at the lowest life cycle cost. Lowest life cycle cost refers to the best appropriate cost for
Rehabilitating, repairing or replacing an asset. Asset management is implemented through an
asset management program and typically includes a written asset management plan.

History

Civilization has always relied on its technological assets to support key functions like transport,
public health, business, and commerce. There is a clear link between the provision and
sophistication of technological assets and our modern lifestyle. Romans built a strong empire
through their construction of roads, aqueducts and other assets.

Enterprise asset management

Enterprise asset management (EAM) means the whole life optimal management of the physical
assets of an organization to maximize value. It covers such things as the design, construction,
commissioning, operations, maintenance and decommissioning/replacement of plant, equipment
and facilities.

"Enterprise" refers to the management of the assets across departments, locations, facilities and,
in some cases, business units. By managing assets across the facility, organizations can improve
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utilization and performance, reduce capital costs, reduce asset-related operating costs, extend
asset life and subsequently improve ROA (return on assets).

Enterprise asset management is the business processes and enabling information systems that
support management of an organization's assets, both physical (such as buildings, equipment,
infrastructure etc.) and non-physical such as:

e Fixed assets management: an accounting process that seeks to track fixed assets for the
purposes of financial accounting.

e IT asset management: the set of business practices that join financial, contractual and
inventory functions to support life cycle management and strategic decision making for
the IT environment. This is also one of the processes defined within IT service

management.
¢ Digital asset management: a form of electronic media content management that includes
digital assets.
Information technology enterprise asset management

ITEAM differs from EAM only in its focus on IT assets. This focus is important for a number of
key reasons: ’

1. Organizational dependence on these assets
2. High cost, particularly of datacenter assets
3. Rapid pace of change/turn-over for assets

ITEAM focuses on both hardware and software asset management, ensuring that the
organization has the ability to manage these assets throughout their life. In the case of software,
there is the added component of ensuring license compliance.

The Evolution of Asset Management

Asset management is not a new discipline. In fact, it is as old as commerce itself. Thirty years
ago the job may have been called “plant maintenance”, fifteen years ago it may have been
“equipment management”, but today, we think in terms of “enterprise asset management”. While
it is tempting to think of this merely as a semantic change, the actual job functions and
responsibilities have been taking bigger strides than any of these new titles suggest.
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Evolution of Asset Management

Total Life Cycle Asset Management

An expanded view of classes brings new benefits to the completeness and rigor of asset
management. Similarly, an expanded view of the asset lifecycle provides a new level of rigor and
understanding. The practice of Total Lifecycle Asset Management (or TLAM) takes an expanded
view of how assets are planned for, used, maintained and ultimately disposed of. A traditional
view often separates or ignores key phases within the asset lifecycle.

Incident Management

Incident Management (IcM) is a term describing the activities of an organisation to identify,
analyze, and correct hazards to prevent a future re-occurrence. These incidents within a
structured organization are normally dealt with by a either an Incident Response Team (IRT), or
an Incident Management Team (IMT). These are often designated before hand, or during the
event and are placed in control of the organization whilst the incident is dealt with, to restore
normal functions.

Evolution of Incident Management

For years, real-world ITSM practitioners knew there were challenges with how Incident
Management attempted to incorporate service requests and alerts from monitoring tools. As a
result, they developed their own practices. Now, with ITIL v3, the Incident, Service Request and
Event Management processes are independent.

Service Requests

Traditionally, users who needed something contacted the service desk or opened their own
incident record via a self-service portal. While it could be done, it was problematic. A request for
information, employee moves, and so forth were lumped in with real incidents.
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Challenge, an incident is a disruption to a service or something that may disrupt a service. A
service request, on the other hand, can be viewed as everything else.

Organizations found if service requests were handled by the same group doing break/fix, often
times the requests would be handled at a lower priority and subsequently the requestor would
have to wait unpredictable amounts of time while incidents were handled first. This
unpredictable performance damaged customer satisfaction and IT’s credibility.

Now, by having a dedicated service request process, organizations can design the process in
accordance with their requirements. For example, service requests can be used to initiate new
user requests, hardware moves, additional software, and so forth that then follow the appropriate
workflows and integrate with other processes properly. This results in a more refined single entry
into IT.

From an organizational perspective, some IT groups have further improved service by splitting
the management of service requests and incidents into two different groups. This way, incidents
have dedicated staff and so do the requests. As a result, the predictability of service requests
being handled in a timely and efficient manner increases, as does customer satisfaction.

Event Management

In ITIL v2, practitioners realized they needed to route alerts from monitoring tools into the
Incident Management process and the supporting software. The traditional method of sending
pages or emails directly to specific staff could cause incidents to be delayed or completely
overlooked if someone was very busy, out of the office sick, or otherwise unavailable. Instead,
by opening an incident record, there could be escalation, metrics collected and so forth. The
approach was very dependent on the process and technology teams implementing the integration
because there wasn’t formal guidance.

Part of the challenge lays the creation of alerts and responses. Incident Management stakeholders
identify as many alerts as they can based on experience. When new or changed services are
implemented, alerts are defined as experienced, i.e. in reaction to incidents. “If this happens
again we can detect it by monitoring ‘X’ and will send message ‘Y’ to the tool ‘Z’”. Sometimes,
more emphasis is given to detecting incidents than resolving them.

Now, with Event Management, there is a robust process that begins in Service Design and flows
into Service Transition to understand for each service what potential incidents may be and
defines them as “events” before going “live” in production. Detection criteria and responses,
ranging from automatic to console alerts with manual handling, are formally defined. The
monitoring and ITSM tools are then configured accordingly in a proactive manner. Of course, as
new incident types are experienced, the criteria and actions to detect and respond are formally
documented and enacted in the tools as well.

In closing, the separation of the Service Request and Event Management processes from the
Incident Management process is a great move by the authors of v3. IT organizations that are
currently following a v2 approach can look to the new processes to identify potential
improvement opportunities. At the same time, groups looking to begin ITIL will be well served
to look at these three processes and consider the costs and benefits in their unique situation. Most
groups will get very real benefits from this combination of processes.
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CHAPTER 3: RESEARCH PROBLEM AND METHODOLOGY

The project was divided into three phases & each phase was given a definite set of time with a
focus on achieving the main objective of the project. The three phases were divided as below:

1. Customer Landscape for S2 region
2. Asset management
3. Call Analysis

Furthermore the above phases were assigned a specific set of time under which they were
supposed to be finished. The allotted set of the time period were as below:

1. Customer Landscape for S2 region : Week 1 — Week 2
2. Asset Management : Week 3 — Week 5
3. Call Analysis : Week 6 ~ Week 8

The first phase of the project was working on the customer landscape for S2 reglon This phase
has the list of following set of tasks to be performed:

» Developing a transition milestone plan

» Understanding & Collecting the data required for landscaping the accounts

» Mapping the collected data with the help of color coding & required identification marks
The Second phase was the Asset management, which required the following set of activities:

» Visit to the Sify Data Centre

» Understanding the CA Spectrum, Service delivery manager & E-health

» Next was collection of all the asset details at the Mistral Solutions

» Developing a solution

» Final delivery of the project

The third phase was the Call Analysis at Cbay Systems, where the following activities were
performed:

» Collecting call logs from the E-Helpline
> Analyzing these call logs
> Preparing the report
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CHAPTER 4: DATA COLLECTION AND ANALYSIS

This chapter throws a light in how the data for the project was collected & how the collected data
was analyzed, thus arriving on certain conclusion & delivering the final project.

Data Collection

Data was collected in different manner from various sources based upon the phase of the project.

Customer Landscape for S2

During this phase of the project the data was collected in the following manner:

> A template in excel was designed which comprised of the following fields :

(o}
O
O

O
o

Project Manager Name

Name of the account

Total number of Core, Retainer & Franchisee engineer under them with the skills
& respective number for each skills

Location of the account

Pin-Code of the account

» This template was circulated through e-mail to all the project manager & they were
suppose to reply back with the same

Analysis of the collected data

After all the data was collected the next phase was landscaping all the collected data while
keeping in mind the following requirements:

> All Project Manager should have a same color code mapped at different locations or may
be same locations for each account he holds

vV Vv V¥V

No two project manager will have the same color code
The accounts were grouped on the basis of the pin code

All the different skill sets assigned with a particular project manager cannot be changed

» Mapping of the final data on the geographical map of Bengaluru

Challenges Faced
Following challenges were faced during this phase of the project:

> Data collection was the difficult task during this phase due to various reasons like
unavailability of any project manager, technological reasons.

» Grouping of locations on the basis of nearest location as to minimize the delivery time if
needed to switch any engineer from one location to another location.
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Sify data Centre & Asset Management
What is UCO RRB?

UCO RRB Stands for UCO Regional Rural Bank.UCO has five rural banks at different locations.
These Five rural banks along with their locations are namely as:

JTGB(Jaipur Thar Gramin Bank)-Rajasthan
KGB(Kalinga Gramin Bank)-Orisa

BK GB(Bihar Kshatriya Gramin Bank)-Bihar
PBGB(Paschim Bangal Gramin Bank)-West Bengal
MKGB(Maha Kaushal Gramin Bank)-Assam
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All the above mentioned banks are responsible for taking the banking services to the remote
locations of India, where there are still no facilities of banks like SBI, AXIS, ICICI etc.UCO
Bank has taken this initiative along with these five rural banks so that the banking facilities can
be made available to the rural population of India.

This project is still in the pilot phase; means UCO bank has implemented this project only in the
above mentioned five locations & will be extending the reach of the above mentioned project to
various other locations if this project be a success.Altough this project has yet not been
successfully implemented due to certain technical restrictions which will be described below.

Description of the Project

The Following tools were used in this project:

1) CA Spectrum
2) CA Service Desk Manager
3) CA E-Health

The above Enterprise Management Software’s are designed & developed by Computer
Associates & there license were purchased by Wipro for their use in UCO RRB at the Sify Data
Center.

The team at the Sify Data Center for the UCO RRB Project is divided under two sectional heads
in order to work effectively:

» Network Team
» Windows Team

Network Team

The network team at the Sify data center works upon CA E-Health & CA Service Desk Manager.
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Windows Team

The windows team is the team upon which the whole UCO RRB is mainly depended as this team
is mainly responsible for configuration of various servers & databases.

CA E-Health

CA E-Health is a monitoring tool that is mainly used for report extraction. The reports are
prepared on timely basis for the following attributes:

Memory Usage

CPU Utilization

Hard Disk

Down time of any device

Performance measurement of various devices
Availability of any particular hardware or software
Link Utilization

NSk -

E-Health uses the Oracle database for saving all these data.

E-Health works on timely basis. Initially it maintains a log on 5 minute interval & this log gets
on aggregated on hourly then daily & later on weekly, monthly & yearly basis, if not extracted
from the database at the scheduled interval of time.

CA Spectrum

CA Spectrum is a monitoring tool for various devices on the network of the UCO RRB.CA
Spectrum regularly check the timely availability of the devices & generates any warning alert if
any devices are not working as per the SLA (Service level Agreement).

How Spectrum Works?
Spectrum works in two modes: Manually & Automatically.

In manual mode the operator has to manually send a packet namely a snmp packet to all the
mapped devices & check the working of the concerned devices.

In automatic mode the computer automatically send the snmp packet to each device at the
regular interval of time.

CA Service Desk Manager

CA Service Desk Manager is an Incident manager tool, which is used for the analysis of the
incident occurred at a particular time & resolve the incident within the specific time as per the
SLA.CA Service Desk Manager works on both side Client side as well as Server side.
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With Client Side it means the client can log onto the application through the web link & post the
incident request or in another approach client can reach the help desk through a dedicated hotline
& the call attending engineer can log the request.

Financial Inclusion

Financial Inclusion is an initiative by UCO bank in order to promote banking to rural areas
without even visiting the branches. The UCO bank is planning to promote banking to the rural
areas in its pilot phase through the above mentioned RRBs.

In order to understand Financial Inclusion we must understand the concepts of CBS (Core
Banking Solutions).The basic concepts of a CBS are as below:

1) All the banks use the tool FINACLE designed by Infosys in order to perform the day to
day banking operations.

2) This Finacle is an intranet based tool that is hosted on Dedicated AIX Server

3) All the transactions that take place daily are updated at that time only to the respective
bank servers

This is a typical working of any CBS banking architecture.
Now what Financial Inclusion is proposed to do is that:

1) A team of banking personnel will visit the remote area where still there is lack of basic
computing devices & bank branches

2) This team will carry their own devices that will be connected remotely to the bank

3) This team will help the rural population to perform necessary banking operatlons through
the financial inclusion

4) Financial Inclusion will be accessible through a web address www.uco-rrb.com

5) Login can only be done by the respective team assigned to perform the related operations

6) In order to update the accounts in real time this financial inclusion need to be
synchronized in real time with the Finacle so that the ACID propetties of the database are
not violated

7) In this way the rural population can avail the banking facilities

Mistral Solutions

The data was collected by designing a form in the Wipro’s E-Helpline which consists of the
following fields:

o Employee ID
o Laptop Serial Number
o Desktop Serial Number



A

»\

o Any other asset with its unique serial number
o Location of the employee (Unique cubical number assigned)

The next step was the installation of the IT Asset Management tool. So In order to proceed,
agent- less scanning approach was used owing to the organization having a large number of
devices. For the above purpose Wipro E-Health was chosen, which is an enterprise management
tool, this is an agent- less tool which is only installed at one end mainly at the server side & it
can keep track of all the assets registered onto it & maintain their log as well. There are certain
Pre-Requisites needed for Agent-less Scanning. The following Pre-requisites are needed before
agent- less scanning cab be enabled:

1) Domain Admin Rights

Single Domain Admin Rights are needed for all end machines and the domain admin should be
added individually to all the end machines.

2) Ping Access needs to be opened/enabled

Ping access needs to be opened/enabled to ensure there is network access between the host & the
client that you want to discover & the host that performs discovery

3) Port 135 : Open

Open TCP port 135 on the remote host so that you want to discover & the host that performs
discovery.WMI uses port 135 to communicate between the hosts.

4) Port 445

Services typically use these ports to communicate using RPC & distributed component object
model (DCOM)

5) Windows Management Instrumentation Service

Windows Management Instrumentation (WMI) is a set of extensions to the Windows Driver
Model that provides an operating system interface through which instrumented components
provide information and notification. WMI is Microsoft's implementation of the Web-Based
Enterprise Management (WBEM) and Common Information Model (CIM) standards from the
Distributed Management Task Force (DMTF).

WMI allows scripting languages like VBScript or Windows Power Shell to manage Microsoft
Windows personal computers and servers, both locally and remotely. WMI is the infrastructure
for management data & operations on Windows based operating-systems

6) RPCS

Remote procedure call (RPC) is an inter-process communication that allows a computer program
to cause a subroutine or procedure to execute in another address space (commonly on another
computer on a shared network) without the programmer explicitly coding the details for this
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remote interaction. That is, the programmer writes essentially the same code whether the
subroutine is local to the executing program, or remote. When the software in question uses
object-oriented principles, RPC is called remote invocation or remote method invocation.

7) Remote Procedure Call Locator Service

This must be enabled. In Windows 2003 and earlier versions of Windows, the Remote Procedure
Call (RPC) Locator service manages the RPC name service database. In Windows Vista and later
versions of Windows, this service does not provide any functionality and is present for
application compatibility.

This service manages the RPC name service database. When this service is turned on, RPC
clients can locate RPC servers. This service is turned off by default. Systems that are running
third party utilities looking for RPC information will be unable to find it unless it has been turned
on.

8) Ports 5001-5100

Ports 5001-5100 must be open & free. Ports 5001-5100 use the datagram protocol which is a
communication protocol for the internet network layer, network layer, transport layer, session
layer. While taking data from remote computer which is in different network, these ports needs
to be opened.

9) Netsh Firewall Set service RemoteAdmin Enable

The Windows Firewall (formerly known as Internet Connection Firewall) service and
Distributed Component Object Model (DCOM) can cause access denied errors (such as an "RPC
Server Unavailable" error - 0x800706ba) when your remote computers and accounts, used for
remote connections, are not properly configured.

1. For XP Machines go to command prompt
Netsh Firewall set service remoteadmin enable
2. For Windows 7 go to command prompt, run cmd as administrator

Netsh adv firewall set currentprofile settings remotemanagement enable

Call Analysis

In order to collect data during this phase, the data was collected was from Wipro’s E-Heplline,
which was imported in an excel file & afterwards the analysis was done. The data collected
consisted of the following fields:

ticketid
username
open_datetime
description

o o
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resolution
prioritycode
staffid
close_datetime
responded_datetime
resp_viol_reason
resol_viol_reason
age

. callclosuredesc
responseviolated
FCR
L1 Resolvable
Services
CATEGORY
TYPE
ITEM
L1 Requirement
CBAYITL2

. User Dependency
Time taken by the user
Vendor
Domain ID & Email ID creation / Deletion (issues with Domain ID & Email
ID)(Exchange /Lotus notes) mention only domain name

aa. VPN Issues

bb. Other Support team (Application, Network, Server Team, IT Projects & US

Team)

cc. Time taken by the team

dd. Reason for Delay( User end / Other team, pl specify the name) & Summary

and observation on the call

ee. Duration days from open to resolved

ff. Nature of Call.

For the purpose of categorizing any service ticket being raised the following matrix was used:

Resolution Time

Priority Definition Level
P1(Single User Affected) [ e Problem affectingend { ¢ Ll e 12 Minutes
user system




Affected user cannot | e L2 e 20 Minutes

function &

system/service  not

available/usable
P2 (Multiple users affected Problem affecting | ¢ L2 e 30 Minutes
but less than 50% of production or test
baseline users affected) systems

Affected user canmot

function &

system/service  not

available/usable
P3 (50% to 25% of the Problem affecting | ¢ L2 e 2 Hours
baseline users affected) production or test

systems

Affected user cannot

function &

system/service  not

available/usable
P4(More than 25% of Severe Problem o L2 e 4 Hours
baseline users affected) affecting production

system

Affected user cannot ™ |3 e 24 Hours

function &

system/service not

available/usable

There was a service level agreement between Wipro & Cbay systems

following service deliverables:

which highlighted the

Service Level Measurement Expected Service
description Level
Helpdesk Average speed of answering any call <45 sec 98%
Helpdesk L1 call should be resolved within 12 min 98%
Helpdesk e P2-L2-Call Should be resolved within 20 min 98%
e  P3-L3 Call Should be resolved within 2 hours
e  P4-L4 Call should be resolved within 4 hours
Helpdesk L3 call should be resolved within 24 hours 98%
Helpdesk Notifying users of problem status & resolution 98%
Helpdesk Notifying users in advance for all known problems 99%
Helpdesk Provide SLA Compliance reports, monitoring & 99%

maintaining related MIS reports




CHAPTER 5: Project Analysis

This part of the project report deals with the analysis of the findings & the results produced
during various phases of the project. The project findings can be classified on the basis of the
phases in which the project was taken upon. The various findings are discussed her in with a
detailed findings at various stages.

Phase 1: Customer Landscape for S2 Region

The following list was generated at the end stage of the phase:
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Phase 2: Asset Management

The following forms were designed & used in the asset management tool

1. New Incident
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Phase 3: Call Analysis
The following results were collected from the analysis of the call log.
e Most of the calls were left idle due to FCR team unfamiliar with the software
N
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Calls were left idle after the resolution was provided rather than being closed

User re-opened the call unnecessarily
FCR team not familiar during initial phases from the tools like python, Cbaypedia etc

used by the Parent company

The L2 team also responded late in some cases

There were frequent password reset requests

An overview of the analysis that was done at Cbay Systems:

Month S1 S2 S3
Dec 9 6 132
Jan 8 3 200
Feb 25 6 249
Mar 21 7 162
Apr 10 4 214
May 13 10 159

S1

S2

S3

Dec Jan Feb Mar Apr May



Call Type Analysis Report
Total Call Analysis
Call Noof | % of | Cumulative No of calls Iogged
Category calls calls % 120 '
logged | logged
Service 97 53.30 53.30 100 _
Request 80
Management
Desktop 47 25.82 79.12 60
Management
Application 9 495 9121 40 No of calls
Management 20 logged
Network 8 4.40 95.60 0 0 e
Management " N &
Mail 3 1.65 92.36 & S
M S S P& Yo
anagement 3 Q\\ <X
Server 4 2.20 97.80 &
Management e
Total 182 100.00
¢ Number of PC with Updated AV-333
e Number of PC with AV-333
e Number of PC with out of date AV-00
e Vendor Performance Report
Vendor Performance Report
S. No Vendor No. of calls Call Responded Call Closed Benchmark
Name Logged
<15 <15 <30 | <120 | <240 | >480
min min min | min | min | min
1 Acer 5
2 Wipro 0
Call Description
S.No | Call Status Vendor Problem Description Vendor Call No Logged Call
Name Date and closed
Time date and
time
1 Closed Acer Mouse not working 28751 2/512012 | 4/5/2012
2 Closed Acer Motherboard Problem 45722 6/5/2012 | 5/6/2012
3 Open BSNL Unable to view usage 76329 11/5/2012
details
4 Closed Airtel Port 4 is down 52176 14/5/2012 | 17/5/2012.




ol

CHAPTER 6: CONCLUSIONS AND RECOMMENDATIONS

Conclusions

Doing My Internship at Wipro InfoTech helped me learn about many things about the corporate
world as well as enhance my management as well as technical skills. I learnt working on
enterprise management tools as well as got an opportunity to learn and understand the functional
aspects of Data Center.

The various learning at each phase of the project is as under:
Phase 1
During this initial phase of the project, I was able to understand & learn the following:

Working within & as a part of the team

Understand the working & organizational structure of Wipro Infotech
Negotiating Skills

Data Analysis & various views of data from different aspects

Phase 2
The next phase of the project was a learning experience. The learning of this phase could be
summarized as below:

Data Center overview

Financial Inclusion

Asset Management

Enterprise Management tools : CA’s Spectrum, Service Desk manager, E-Health

Phase 3
The last phase of the project helped me in understanding the following fundamental thing of IT
Incident management:

e Service level Agreement
¢ In appendix a sample of Service Level Agreement is attached for the purpose of reference
¢ Difference between Problem, Incident & Event



Incident

Change

Problem

Definition An unplanned interruption or | Achange in state of any IT Root cause of one or more
a reduction in the quality of Infrastructure or any aspect existing or potential
an IT Service of an IT Service Incidents
Process Goal Restore normal service as Ensure change happens ina | PreventIncidents from
quickly as possible controlled manner happening
Minimize adverse impact on Minimize the impact of
business operations Incidents that cannot be
prevented
A 4
INCIDENT CHANGE PROBLEM
Sreak/Fix Fromincident-completng 2 suppotreguest Investigateroct

Sarvice Request

;

TASK

To Incicent—caused as a rasultof changs
From Problem =fixing root cause

e Working of Wipro’s E-Helpline

e Incident Life cycle

|

TASK

New

caus2of Incidents

TASK




Contribution to the Organization

The organization was able to draw the following benefits out of my internship project:

e A model to deliver a services effectively & efficiently

e An Asset management system
e A report to understand the reasons for deterioration in the services

¢ A close look at the performance of the asset management tool at Mistral:

Actual |Uptime after
Services / Domain | SLA Norms| Uptime Exception
{Ticket closure 95% NA 100%
Server Management 95% 100%
Backup Management 95% NA 100%
Network Management 95% NA 100%
Change Management 95% 100%
Virus Management 95% NA 100%
Applications
Managemen 95% 97% 100%
Repeat & Reopened
Calls <2.5 NA 0
¢ The Incident ticket analysis:
Incident Management S1 S2 S3
total no of incidents 13 10 159
total no of calls violated 0 0 7
total no of repeated calls 0 0 0
total no of reopened calls 2 0 0
total no of pending incidents 0 0 1




Recommendations

Following recommendations were made:

Instead of working upon the excel, it’s better to develop a dashboard or any other
applications that need not to be modified & manually updated again & again

In terms of asset management, it’s better to have a bar-code system that will
automatically capture the individual asset details rather than manually noting down all the
records of the particular asset

Proper training about all the applications to the FCR team at Cbay Systems
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