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Instructions: Attempt all Questions. 

SECTION A  
(5Qx2M=10Marks) 

Q.1 What is the concept of "Data localization" 2 CO1 
Q.2 Discuss the significance of consent. 2 CO1 
Q.3 What is the concept of “Prescriptive Versus Outcome-Based Approach” 

in the context of Privacy legislations. 2 CO1 

Q.4 Briefly discuss the concept of “Big data”  2 CO1 
Q.5 Define “Significant Data fiduciary” 2 CO1 

SECTION B  
(4Qx5M= 20 Marks)   

Q.6 Describe the key rights granted to Data principals under the DPDP Act. 5 CO2 
Q.7  Discuss the challenges posed by cross-border data transfers and the 

mechanisms available to facilitate lawful data transfers in India. 5 CO2 

Q.8  Identify the impact of the Right to Privacy judgment on the Aadhaar 
scheme and its implications for biometric data protection in India. 5 CO2 

Q.9 Describe the role and powers of the Data Protection Authority under 
DPDP Act 5 CO2 

SECTION-C 
(2Qx10M=20 Marks)  

Q 10 Compare and contrast the provisions of the GDPR and the California 
Consumer Privacy Act (CCPA) 10 CO3 

Q 11 Analyze the “Right to be forgotten” and legal precedents for it, also 
evaluate the impact of the Right to be Forgotten on search engines and 
online platforms, considering both legal and practical implications also.  

10 CO3 

SECTION-D 
(2Qx25M=50 Marks) 

Q 12 Health Plus Innovation, a healthcare provider in India, is considering 
adopting cloud-based storage solutions for patient records. Examine the 
legal considerations and compliance requirements that Health Plus 

25 CO4 



Innovation should address to ensure the protection of patient data under 
DPDP Act 

Q 13  Click Wonders, an Indian e-commerce company, has been accused of 
mishandling customer data resulting in a breach of privacy. Evaluate the 
legal implications of this scenario under the Data Personal Data Act of 
India, and suggest measures the company should take to ensure 
compliance and rebuild trust with its customers. 

25 CO4 

 




